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By Seizing E-Commerce Website Silk Road 2.0, the
FBI Provides Protection for Violent Drug Cartels?
Federal agents helped launch and run darknet drug market Silk Road 2.0

By Eric Blair
Global Research, November 08, 2014
Activist Post 6 November 2014

Region: USA
Theme: Intelligence

The FBI  successfully  provided  protection  for  violent  drug  cartels  today  by  seizing  the
peaceful e-commerce website Silk Road 2.0.

This feat was accomplished because “at least one undercover law enforcement agent”
helped start the shop and run it for a year.

Andy Greenberg of Wired reports:

A year after the Silk Road 2 came online promising to revive the Dark Web
drug  trade  following  its  predecessor’s  seizure  by  the  FBI,  the  sequel  has
suffered the same fate.

On Thursday international law enforcement agencies including the FBI,  the
Department of Homeland Security and Europol took down the Silk Road 2 and
arrested  its  alleged  operator  26-year-old  Blake  Benthall  in  San  Francisco.
Benthall,  who is  accused of  running the new Silk  Road under  the handle
“Defcon,”  has  been  charged  with  narcotics  trafficking,  as  well  as  conspiracy
charges  related  to  money  laundering,  computer  hacking,  and  trafficking  in
fraudulent  identification  documents….

…The criminal  complaint  against  Benthall  outlines how the Silk  Road 2′s  staff
was infiltrated by at least one undercover law enforcement agent even before
the site went online in November of last year. In May of this year, the FBI
somehow pinpointed the foreign server that ran the Silk Road 2 despite its use
of the anonymity software Tor to protect its location, and obtained records
from the server’s hosting provider identifying Benthall.

Hosted on the dark web Silk Road 2, like its predecessor, provided a safe platform for
anonymous strangers to buy and sell drugs that are prohibited by governments.

Instead of  meeting on dark street  corners or  in  some filthy drug den,  people now had the
opportunity to buy drugs (and learn about drug safety) from the comfort and security of
their living rooms.

Drugs will always exist in society, so by banning them lawmakers are making the active
decision to distribute them through violent gangs. Anonymous dark web commerce like Silk
Road solved the problem of violence in the drug trade.

Unfortunately, prohibition is the justification for much of the FBI’s budget and its reason to
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exist.

By having at least one agent as a founding contributor to Silk Road 2.0, they engaged in the
exact crime they are now charging this 26-year-old techie with. That makes them worse
than accomplices.

The FBI admits:

During the Government’s investigation, which was conducted jointly by the FBI
and  HSI,  an  HSI  agent  acting  in  an  undercover  capacity  (the  “HSI-UC”)
successfully  infiltrated  the  support  staff  involved  in  the  administration  of  the
Silk Road 2.0 website, and was given access to private, restricted areas of the
site reserved for BENTHALL and his administrative staff. By doing so, the HSI-
UC was able to interact directly with BENTHALL throughout his operation of the
website.

And when they’re not helping form honeypot drug markets, they’re incubating fake terror
plots to justify that part of their budget.

Their actions in the drug war and war on terror have created far more victims than they
could ever possibly “save” with these tactics.

It’s  time we recognize that  the FBI  is  a  violent  mafia gang who’s  mostly  out  to  protect  its
own interests.

Read the FBI announcement here:
http://www.fbi.gov/newyork/press-releases/2014/operator-of-silk-road-2.0-website-charged-i
n-manhattan-federal-court

Also check out this article just published by The Washington Post:
How the FBI just made the world a more dangerous place by shutting down Silkroad 2.0

The original source of this article is Activist Post
Copyright © Eric Blair, Activist Post, 2014

Comment on Global Research Articles on our Facebook page

Become a Member of Global Research

Articles by: Eric Blair

Disclaimer: The contents of this article are of sole responsibility of the author(s). The Centre for Research on Globalization will
not be responsible for any inaccurate or incorrect statement in this article. The Centre of Research on Globalization grants
permission to cross-post Global Research articles on community internet sites as long the source and copyright are
acknowledged together with a hyperlink to the original Global Research article. For publication of Global Research articles in
print or other forms including commercial internet sites, contact: publications@globalresearch.ca
www.globalresearch.ca contains copyrighted material the use of which has not always been specifically authorized by the
copyright owner. We are making such material available to our readers under the provisions of "fair use" in an effort to advance
a better understanding of political, economic and social issues. The material on this site is distributed without profit to those

http://www.activistpost.com/2014/06/foiled-fbi-terror-plots-curiously-quit.html
http://www.activistpost.com/2014/06/foiled-fbi-terror-plots-curiously-quit.html
http://www.fbi.gov/newyork/press-releases/2014/operator-of-silk-road-2.0-website-charged-in-manhattan-federal-court
http://www.fbi.gov/newyork/press-releases/2014/operator-of-silk-road-2.0-website-charged-in-manhattan-federal-court
http://www.washingtonpost.com/blogs/wonkblog/wp/2014/11/06/how-the-fbi-just-made-the-world-a-more-dangerous-place-by-shutting-down-silkroad-2-0-and-a-bunch-of-online-drug-markets/
http://www.activistpost.com/2014/11/honeypot-federal-agents-helped-launch.html#more
https://www.globalresearch.ca/author/eric-blair
http://www.activistpost.com/2014/11/honeypot-federal-agents-helped-launch.html#more
https://www.facebook.com/GlobalResearchCRG
https://store.globalresearch.ca/member/
https://www.globalresearch.ca/author/eric-blair
mailto:publications@globalresearch.ca
https://www.globalresearch.ca


| 3

who have expressed a prior interest in receiving it for research and educational purposes. If you wish to use copyrighted
material for purposes other than "fair use" you must request permission from the copyright owner.
For media inquiries: publications@globalresearch.ca

mailto:publications@globalresearch.ca

